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Why ISO 16363:2012?
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NDSA Levels 
of 

Preservation

•Concise, user-friendly matrix

•4 Conceptual areas of preservation requirements

•Cons: Designated community, access, organizational risks, measurable? 

DRAMBORA

•Free online toolkit

•Self-assessment

•Monitors organizational and infrastructure risks

•Cons: Does not cover digital object management activities

Data Seal of 
Approval

•Basic, light-weight openly available online tool 

•16 Guidelines

•Peer review process

•65 Seals acquired (emphasis on social sciences and humanities and popular in Europe)

ICSU World 
Data System

•Based on self-assessment by ISCU Members

•Peer review by WDS Scientific Committee

•70 Accredited members

ISO 
16363:2012

•Predecessor is TRAC: 6 TRAC Audits performed by Center for Research Libraries; not a standardized process

•Performed by a third party

•Consistent with international auditing standards in Government for organizational management and IT security such as ISO 9001 and ISO 27001

•109 Criteria, most comprehensive



ISO 16363:2012 Overview
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• Organizational Governance
 Policy, staffing, roles and responsibilities, organizational 

framework, sustainability, financial viability, transparency

• Digital Object Management
 Data management documentation, digital object ingest 

and micro-services, processing, metadata management

• Infrastructure and Security Risk Management
 Risk monitoring, disaster planning, hardware and 

software monitoring and support, security protocols, file 
format monitoring, fixity, backup monitoring, storage 
planning 



Background
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 FY2015: GPO announces intent of becoming first 
Government ISO 16363 certified Trusted Digital Repository 

 June 2015: GPO awarded participation in the National 
Digital Stewardship Residency program sponsored by IMLS 
and Library of Congress

 June 2015 ─ June 2016: NDSR Resident prepares GPO for 
external audit

 FY2017: GPO responds to opportunities for improvement 
and recommendations outlined from NDSR internal self-
assessment

 GPO is currently initiating the procurement process for the 
audit of FDsys/govinfo



How has GPO responded to 
self-assessment?
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Compliance Overview



Organizational Infrastructure
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Policy Framework & Documentation
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Superintendent of 

Documents Public 

Policy Statements



New Technical Features & Workflows 
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Adding full SuDoc numbers and CGP system ID#s to govinfo metadata

Incorporating automated metadata extraction tools in order to assess digital 

images’ specifications as part of quality control

Increasing availability of bibliographic metadata (MARC) to govinfo

packages

Increasing availability of staff to coordinate and perform package preparation 

for ingest 

Additional availability of thumbnails for digitized content 

In progress:

Document linking for digitized items within serials multi-part publications



New Community-Centric Features

9

• Code of Federal Regulations Index and Finding Aids

• Links from Congressional Record Details Pages to Related Bill Versions

• Thumbnails in Search Results

• Pagination for Browsing

• In-context Help Information

• RSS Notifications 

• Styling on the Public Website

Added Content & Partnerships
Developing the Digital Collection:

• Digitized Bound Congressional Record, 1930-1998

• Digitized Federal Register Volumes, 1980-1994

• Upcoming Content from FIPNet Partnerships 



Repository Assessment in Federal 
Government 
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• Public Access Plans

• 2013 OSTP Memo, “Increasing Access to the Results of Federally Funded 

Scientific Research”

• R&D Budget < $100M

• 2013 Executive Order 1362 “Making Open and Machine Readable the 

new Default for Government Information”

• 2013 OMB Memo “Open Data Policy-Managing Data as an Asset”

• Who is interested?

• CENDI

• Trusted Digital Repository Working Group (GPO, DOT, CDC, NOAA, 

USAID)

• Data Seal of Approval – USGS EROS Repository 

• NASA – test ISO 16363 audit

• State Government 

• Washington State Digital Archives – self-assessment 

• Kentucky Department for Libraries and Archives – test ISO 16363 audit 



Current Status at GPO
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• GPO released a Request for Information August 
2016.

• GPO will evaluate solicitations to the RFP.

• GPO will initiate a formal audit against ISO 16363 
Fall 2017.

• GPO plans to undergo recertification every 3 years.

• GPO will continue sharing with the digital 
preservation community about its efforts in 
trustworthy digital repository certification within 
CENDI, PEGI, ALA GODORT, NAGARA, online 
webinars, NDSA, and other professional spheres of 
communication.



Contact Information
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Jessica Tieman, Preservation Expert

jtieman@gpo.gov

mailto:jtieman@gpo.gov

